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The FBI has reported an increase in the number of organizations that have been attacked 

by a new form of malicious software (malware) called ransomware.  This type of 

malware modifies computer files making them inaccessible unless the user is willing to 

pay a ransom to the individuals who produced the malware.  Please be advised that the 

Board of Education will not pay any individuals engaged in the exploitation of HCPSS 

systems or data. 

 

As described in Policy 8080 Responsible Use of Technology and Social Media, it is the 

responsibility of all employees to secure and safeguard data stored on HCPSS 

technology.  While HCPSS has computer and network security protections in place, there 

is no level of protection that is 100% guaranteed.   Therefore, it is imperative that 

employees are proactive in securing work-related, electronic files by backing them up to 

their network home or shared directories.  These network directories are backed up 

regularly and may be restored upon request. 

 

Thank you for your attention to this important matter.  Please direct all related questions 

to the Technology Help Desk at extension “7004”, and then press “0”.   
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